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Intensified International Trade and Security Policies Can Present Challenges for Corporate Transactions

Harry L. Clark & Sanchitha Jayaram†

Introduction

The U.S. government's approach to enforcement of international trade and security policies has recently taken on a new emphasis, and this change can substantially affect prospects for corporate transactions. In recent years:

- The U.S. government prevented an initial attempt to acquire a U.S. communications business by Hong Kong and Singapore companies because of national security concerns about wiretapping.¹ The government approved a subsequent attempt only after the removal of

---

† Harry L. Clark is an attorney with Dewey Ballantine LLP, Washington, D.C.; and Sanchitha Jayaram is an attorney with Sonnenschein Nath & Rosenthal LLP, Washington, D.C. Mr. Clark is a graduate of the University of Virginia School of Law and the University of North Carolina. Ms. Jayaram is a graduate of Northwestern University School of Law, College of Arts and Sciences, and School of Music.

¹ See Dennis K. Berman, Bush Is Expected To Approve Global Crossing Deal, WALL ST. J., Sept. 9, 2003, at A2; Yochi J. Dreazen and Dennis K. Berman, Who Can Tap Undersea Wires Is Key to Merger, WALL ST. J., July 17, 2003, at B1 (discussing the U.S. government's national security concerns over the Singapore company's efforts to acquire Global Crossing, the U.S. communications business).
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the Hong Kong company from the transaction and the imposition of extensive security measures.  

- Several congressional committees held extensive, public hearings regarding allegations of improper military-related assistance in connection with two U.S. satellite manufacturers' commercial dealings with Chinese satellite launch service authorities. One of the two companies and its former corporate owner agreed to pay $32 million in civil penalties to resolve an administrative enforcement action that arose from the matter.

- The Commerce Department assessed liability against a company for alleged export violations committed by another business before the company acquired that business notwithstanding that: (1) the acquisition was a purchase of assets rather than the purchase of the entity that held these assets and (2) the entity that held the assets continued to exist.

- Parties to a merger discovered that the target medical supply company had made irregular payments to foreign government healthcare providers. The target company pleaded guilty to Foreign Corrupt Practices Act violations and paid $2.5 million in penalties to the Justice Department and the Securities and Exchange Commission.

- The U.S. Treasury Department initiated rulemaking proceedings to implement vastly expanded anti-money laundering policies.

- The Defense Department withdrew $1 billion in contracts with and suspended the future government contracting eligibility of a leading U.S. satellite launch provider due to government bidding viola-

---


6. See infra Part II (regarding Syncor).

7. Id.

8. Infra Part I.F.
The provider's government contracting eligibility was reinstated more than eight months after the penalties were levied.

The U.S. government has historically treated enforcement of international trade and security restrictions very seriously, but recently has increased the intensity and breadth of its monitoring and enforcement efforts. This is attributable to at least two developments. The first and most important development is the post-September 11, 2001 war on terrorism. International trade and security restrictions are considered to be critical means of fighting this war. The Commerce Department's Bureau of Industry and Security observed in a recent report: "As demonstrated by recent events, having a modern, coherent, and effective system of dual-use export controls—to prevent terrorists, rogue states, and proliferators of weapons of mass destruction from accessing sensitive U.S.-origin goods and technology—is now more important than ever." Similarly, the 2002 National Money Laundering Strategy specifies that "[f]ollowing the terrorist attacks against the United States on September 11, 2001, we ... recognize that the fight against money laundering is integral to the war against terrorism. . . ."

The second development is the recent strengthening of policies and enforcement regarding corporate ethics and liability. This development was heralded by the prosecutions of Enron and Arthur Andersen and the enactment of the Sarbanes-Oxley statute. In declaring "a new era of corporate integrity," President Bush has emphasized that "[w]e will hold corporate criminals accountable for their misdeeds, and we will deter corporate crimes by enforcing tough penalties." There is a particular focus on international business. Secretary of Commerce Donald Evans recently stated:

Companies must not export bribery and corruption into the markets where they do business, any more than they would engage in such behavior at home.

We hope that every country will join us to create an international "no safe haven" policy that denies corrupt officials the ability to travel freely, launder

12. Id.
money and act with impunity.\textsuperscript{16}

This Article first reviews principal U.S. international trade and security policies. These policies include the Exon-Florio Amendment to the Defense Production Act, export and reexport controls, economic sanctions, industry security rules, the Foreign Corrupt Practices Act, anti-money laundering requirements, and anti-boycott rules. Next, it examines how enforcement of these international trade and security policies can affect corporate transactions and the post-transaction company or companies. Lastly, this Article discusses steps that parties to transactions can take to minimize risks in connection with trade and security policies and thereby successfully complete transactions in the face of those policies.

1. Overview of Relevant International Trade and Security Policies

A. Exon-Florio Amendment

The Exon-Florio Amendment to the Defense Production Act directly addresses certain types of corporate transactions. The statute authorizes the President to block non-U.S. acquisitions of and mergers with U.S. business operations if they are determined to be a potential threat to U.S. security interests.\textsuperscript{17} The President can order divestment in the case of a concluded transaction that could threaten U.S. security interests.\textsuperscript{18}

Parties to a planned corporate transaction can seek government clearance that would preclude adverse action under the Exon-Florio Amendment.\textsuperscript{19} The Committee on Foreign Investment in the United States (the "CFIUS") administers the clearance process.\textsuperscript{20} CFIUS is chaired by the Secretary of Treasury and is comprised of the Secretaries of Commerce, Defense, Homeland Security, and State, along with the Attorney General and six White House officials.\textsuperscript{21}

Government examinations under the Exon-Florio Amendment have been virtually dormant during many years since its enactment in 1988.\textsuperscript{22}
In the 1990s, parties typically only bothered to seek a clearance from the CFIUS if the transaction directly implicated military activity, such as the acquisition of a defense contractor.23

The Exon-Florio Amendment has received considerably more attention in recent years, particularly since the terrorist attacks of September 2001: In a series of Exon-Florio cases, the Bush Administration has made it clear that it intends to scrutinize inbound investment more closely and that it has adopted a broader view of the types of transactions that could threaten national security. For example, the Defense Department sought to block acquisition of a semiconductor lithography company, Silicon Valley Group ("SVG"), by the Dutch lithography company ASML. The parties ultimately obtained a clearance for the transaction, but it required a ruling by the President himself.24

The government also intensely scrutinized several acquisitions of telecommunications and Internet service companies. These have included Nippon Telegraph and Telephone’s purchase of Verio,25 Vodafone’s purchase of AirTouch,26 and Deutsche Telekom’s purchase of VoiceStream.27 The Hong Kong-based conglomerate Hutchison Whampoa abandoned its efforts to acquire the bankrupt U.S. telecommunications company Global Crossing after encountering severe resistance in the Exon-Florio clearance process.28 Only after a lengthy review and agreement on extensive network security measures did the President and the Federal Communications Commission approve Singapore Technologies Telemedia’s acquisition of the U.S. firm.29 Bush Administration officials contended that the proposed transactions would threaten the national security even though the principal Global Crossing asset at issue was a commercial telecommunications network.30

25. See NTT Closes $5.5 Billion Offer for Net-Service Provider Verio, ASIAN WALL ST. J., Sept. 1, 2000, at 8.
30. See Berman, supra note 1.
The process of obtaining clearance can complicate and delay transactions enormously, even when clearance is ultimately provided. The clearance process is designed to last no more than 80 days. However, the parties are often forced to withdraw and refile their transaction notifications, thereby restarting the process, under threat that the transaction will otherwise be blocked. In addition, clearance has increasingly been made contingent on adjustments to the planned transactions and commitments to take a variety of actions that are deemed to obviate perceived security concerns. ASML, for example, committed to sell an SVG subsidiary and to maintain investment in SVG at a specified level, and not to transfer operations out of the United States to receive clearance for its merger.

In the telecommunications acquisitions, the parties have executed "network security agreements" that authorize the Federal Bureau of Investigation ("FBI") to access facilities for wiretaps and electronic surveillance. In the Global Crossing cases, the proposed acquirers had signaled a willingness to take extraordinary steps to forestall security concerns in their efforts to obtain Exon-Florio clearances. Hutchison Whampoa indicated that it would place its investment interest in a trust controlled by an unrelated proxy group comprised of four eminent U.S. citizens. This arrangement would have made Hutchison's interest a completely passive investment. Nonetheless, Hutchison ultimately withdrew its investment offer to Global Crossing because it did not believe that an Exon-Florio clearance was forthcoming. Singapore Technologies Telemedia received final approval only after it agreed to an extensive network security agreement, which included, among other measures, a requirement that all customer and network data be stored in the United States, appointment of a third party compliance auditor, and authorization of U.S. law enforcement agencies to access facilities for wiretaps and electronic surveillance.

Most recently, the CFIUS intensely scrutinized the acquisition of IBM's personal computer business by Lenovo Group Ltd., a Chinese company. The CFIUS cleared the transaction on the condition that IBM transfer personnel from IBM units not being acquired to a separate facility.

32. 31 C.F.R. § 800.505.
33. Press Release, ASM Lithography, ASML Sells Tinsley Laboratories Inc. to SSG Precision Optronics Inc. (Dec. 19, 2001). The SVG subsidiary involved was Tinsley Laboratories, a lens polishing company that CFIUS deemed a threat to national security because it had been involved in the Strategic Defense Initiative nine years ago. Ian Cameron, Litho Merger Has Strings Attached, ELECTRONICS TIMES, May 14, 2001, at 6.
34. See e.g., Berman, supra note 1.
35. See Hutchison Whampoa Pulls Out of Global Crossing Deal, supra note 28; Lee, supra note 2.
36. F.C.C., supra note 2.
37. Berman, supra note 1.
39. Id.
High-profile Exon-Florio cases like ASML/SVG, Hutchison/Global Crossing, Deutsche Telekom/VoiceStream, and IBM/Lenovo can become politically charged, as members of Congress and others sometimes urge the Administration to block transactions. For example, Congress held hearings on the Deutsche Telekom/VoiceStream case.

B. Export Controls

The United States restricts exports and reexports of a variety of goods, services, software, and technology. There are many different U.S. export control regimes, but the foremost sets of regulations are the Export Administration Regulations (the "EAR") and the International Traffic in Arms Regulations (the "ITAR"). The EAR, administered by the Commerce Department, apply to commercial items that are considered to have security-sensitive applications, including a variety of electronics, aerospace, and machine tool products ("dual use" items). The ITAR are administered by the State Department and are targeted toward military items ("defense articles" and "defense services"). Both the EAR and the ITAR include lists of items that are subject to license requirements. Companies that produce or export defense articles or provide defense services must register with the State Department.

Paradoxically, export controls apply to some purely domestic transfers. Under "deemed export" rules of the EAR, a license can be required to release controlled technology or software to a foreign national in the United States. The transfer is deemed to be an export to the recipient's home country. Deemed export restrictions can be particularly onerous in connection with employment of non-U.S. engineers because providing

40. See, e.g., CFIUS Clears IBM PC Division's Sale, supra note 38 (noting that three House of Representatives committee chairmen wrote to the Secretary of the Treasury in opposition to clearance of IBM/Lenovo transaction); Spiegel, supra note 23 (discussing governmental opposition to the Deutsche Telekom/VoiceStream transaction); Frank J. Gaffney, Jr., Defense Fire-Sale Redux, WASH. TIMES, Apr. 3, 2001, at A15 (discussing various governmental opposition to the ASML/SVG transaction).


43. 22 C.F.R. pts. 120–30 (2004).


45. 22 C.F.R. § 120.1(a) (2004).

46. For the EAR, see the Commerce Control List in 15 C.F.R. § 774, supp. 1. For the ITAR, see the U.S. Munitions List in 22 C.F.R. § 121.1 (2004).


48. 15 C.F.R. § 734.2(b)(2)(ii) (2004); see also 22 C.F.R. § 120.17(4)–(5) (2004) (defining "export" in part as "disclosing . . . or transferring technical data to a foreign person, whether in the United States or abroad; or . . . [p]erforming a defense service on behalf of, or for the benefit of, a foreign person, whether in the United States or abroad"). However, deemed export restrictions do not apply to releases to lawful permanent residents of the United States. 15 C.F.R. § 734.2(b)(2)(ii); 22 C.F.R. § 120.15 (defining "U.S. person" to include lawful permanent residents).

49. 15 C.F.R. § 734.2(b)(2)(ii).
the employees with access to controlled technical data and software in, for example, databases, can require a license.\textsuperscript{50}

Export controls can complicate corporate transactions in several ways. First, the parties often must have outstanding export licenses and other export approvals transferred from pre-transaction parties to parties surviving the transaction.\textsuperscript{51} Similarly, corporate transactions can occasion the need for amended or new ITAR registrations,\textsuperscript{52} which require government approval.\textsuperscript{53}

Second, the ITAR require notifications regarding certain types of corporate transactions involving ITAR-registered companies.\textsuperscript{54} Furthermore, the State Department sometimes conducts informal reviews of the transaction and the parties in connection with transfers of export approvals and registration changes. These reviews purportedly ensure that the party resulting from the transaction is a reliable exporter. Reviews under the ITAR are particularly searching with respect to acquisitions of U.S. operations by non-U.S. companies.

Third, the State Department takes the position that some foreign acquisitions, particularly those involving aircraft and satellites, actually require State Department approval.\textsuperscript{55}

Fourth, export control considerations can bear substantially on Exon-Florio cases. CFIUS members evaluate parties' export control practices, including their compliance records, in assessing whether the proposed transaction would threaten the national security.\textsuperscript{56} A target U.S. company that generates or holds sensitive export-controlled technology tends to create more intensive scrutiny under Exon-Florio.\textsuperscript{57}

Fifth, an acquiring company can be held liable for export control violations committed by the acquired operations before the transaction. In 1997, Sigma-Aldrich Corporation ("SAC") purchased the assets of Research Biochemicals Limited Partnership ("RBLP").\textsuperscript{58} In assessing penalties against SAC for RBLP's pre-acquisition violations, the Commerce Department established that successor liability applied notwithstanding that: (1) the acquisition was a purchase of assets rather than the purchase of a com-

\begin{itemize}
\item \textsuperscript{50} See 15 C.F.R. § 734.2(b)(2)(ii).
\item \textsuperscript{51} See 22 C.F.R. § 122.4 (2004).
\item \textsuperscript{52} See id.
\item \textsuperscript{53} See, e.g., 22 C.F.R. § 122.4(d).
\item \textsuperscript{54} 22 C.F.R. § 122.4. For instance, a registrant must notify the State Department of "any intended sale or transfer to a foreign person of ownership or control of the registrant..." Id.
\item \textsuperscript{55} 22 C.F.R. § 123.8 (2004).
\item \textsuperscript{56} See W. Robert Shearer, Comment, The Exon-Florio Amendment: Protectionist Legislation Subject to Abuse, 30 Hous. L. Rev. 1729, 1762-66 (1993) (describing how export controls impacted investigations of transactions involving Fairchild Industries/Matra, Unisoft Group/CMC, and LTV/Thomson); cf. CFIUS Clears IBM PC Division's Sale, supra note 38 (noting that three Congressmen complained that the transaction under review "may transfer...export-controlled technology' to the Chinese government.'').
\item \textsuperscript{57} See id.
\item \textsuperscript{58} See Exporter Agrees To Pay $1.76M Fine, J. Com. Online, Nov. 4, 2002, Trade, at WP.
\end{itemize}
pany itself, which under common law generally does not subject the surviving entity to successor liability and (2) the entity that held the assets before the transaction, RBLP, continued to exist.59

Similarly, EDO Corporation of New York acquired Condor Systems of California and, in the process, acquired its existing export compliance problems.60 In 2003, Condor Systems pled guilty to two violations concerning false statements in an export license application for a signal processing system sold to the Swedish military.61 EDO Corporation ultimately signed a consent agreement requiring payment of $2.5 million in civil penalties for the violations.62

Export control violations can result in severe civil and, potentially, criminal penalties.63 Civil penalties can include not just civil fines but also orders forbidding participation in export transactions.64 An export "denial order" can be cataclysmic for companies that rely heavily on export sales.

C. Economic Sanctions

The Treasury Department administers economic sanctions against a variety of countries, governments, and private parties. These sanctions include broad trade and investment embargos against, presently, Burma,65 Cuba,66 Iran,67 Sudan,68 and Syria.69 To varying degrees, these sanctions broadly forbid economic interaction with the target country.70 The Treasury Department's economic sanctions also include measures forbidding any dealings with designated individuals and entities, including the following: (1) parties affiliated with a sanctioned country or government ("specially designated nationals"),71 (2) parties connected to terrorist

59. Sigma-Aldrich, supra note 5, at 7–8, 10–11; see Geren, supra note 5, at 4.
64. 15 C.F.R. § 764.3(a)(2). These orders are called "denial of export privileges." Id.
70. See, e.g., 31 C.F.R. §§ 560.201, 560.204 (2004) (prohibiting "the importation into the United States of any goods or services of Iranian origin" and "the exportation, reexportation, sale, or supply . . . of any goods, technology, or services to Iran . . ."); 31 C.F.R. § 537.201 (2004) (prohibiting "new investment in Burma by United States persons . . .").
activities, and (3) parties connected to the international narcotics trade.

After the September 2001 terrorist attacks, the Bush Administration began sanctioning not only terrorists themselves but also parties who provide support for or are "otherwise associated with" a terrorist. The breadth of this sanction is unclear. For example, it is not known whether the Treasury Department would apply it against a European electrical utility that provides power to an entity that is found to be involved in international terrorism.

Under a variety of circumstances, consummation of corporate transactions can violate economic sanctions requirements. For example, a U.S. company’s purchase of a Mexican firm's assets can violate the Cuba embargo if the acquired assets include supply contracts with a Cuban entity. Likewise, investment in a joint venture could constitute a violation if other participants include sanctioned parties, such as certain Burmese government entities.

Often, connections between a target foreign business and a sanctioned country will not necessarily preclude, categorically, acquisition of the business by a U.S. company, but such connections will nonetheless present difficult compliance challenges after the transaction is completed. This might be the case, for example, if a U.S. company acquires even a minority interest in the shares of a German company that engages in significant sales to an Iranian customer. The acquiring U.S. company will probably encounter difficult questions about its compliance with a provision that prohibits U.S. persons from "facilitating" actions by non-U.S. persons that would violate the embargo if undertaken by a U.S. person.

Sanctions compliance can be challenging because requirements are typically broad and are often ambiguously drafted. At the same time, the Treasury Department sometimes adopts far-reaching, and often undocumented, interpretations of the regulations. As with export controls, violations of economic sanctions can result in severe criminal and civil penalties.

72. 31 C.F.R. pts. 595-97 (2004). Such parties include governments that support international terrorism and terrorist organizations. Id.
75. See 31 C.F.R. § 515.201(b) (2004).
77. See 31 C.F.R. § 560.208 (2004) ("[N]o United States person . . . may approve, finance, facilitate, or guarantee any transaction by a foreign person where the transaction by that foreign person would be prohibited . . . if performed by a United States person or within the United States.").
D. Industrial Security Rules and Other Government Contracting Requirements

Government contracting regulations can also complicate corporate transactions. Foremost among these are "industrial security" rules designed to safeguard classified and other sensitive information held by government contractors.

Industrial security requirements are administered through the "National Industrial Security Program" ("NISP") and are embodied principally in the NISP Operating Manual. As to defense contracting, the NISP is administered by the Defense Department's Defense Security Service.

Application of NISP requirements is based on administration of one or more "facility clearances" held by the contractor. The government will not disseminate classified information to a contractor unless it has a facility clearance. In turn, contractor employees must have "personnel clearances" to access classified information. There are a variety of specialized industrial security rules, such as communications security or "COMSEC" rules administered by the National Security Agency ("NSA").

NISP rules regarding "foreign ownership, control, or influence" ("FOCI") can present major challenges for acquisitions of U.S. government contractors or contracting operations by non-U.S. persons. These rules generally preclude a contractor from obtaining or retaining a facility clearance if it is under FOCI. The NISP Operating Manual provides for a variety of methods to negate FOCI risk, including special contractual arrangements and, if necessary, voting trust or proxy agreements whereunder U.S. citizens exercise the voting rights of a foreign owner. Addressing FOCI is especially difficult if the acquisition target holds particularly sensitive data, such as Top Secret or COMSEC information.

Government contracting requirements apart from industrial security rules can also give rise to unusual risks for parties to corporate transactions. For example:

---

83. NISPOM, supra note 81, at §§ 2-100, 2-102.
84. Id. at § 2-100.
85. Id. at § 2-104.
86. DEP'T OF DEFENSE, COMSEC SUPPL. TO INDUS. SECURITY MANUAL FOR SAFEGUARDING CLASSIFIED INFORMATION, DoD 5220.22-S (Mar. 1988).
87. NISPOM, supra note 81, at § 2-300-2-311.
88. Id. at § 2-301.
89. Id. at § 2-306.
90. See id. at § 2-302.
• Limitations on transfers of interests in government contracts can complicate financing arrangements;\textsuperscript{91}

• In some circumstances, corporate transactions can trigger the need for government approval to “novate” government contracts;\textsuperscript{92}

• Contracting “debarment” and “suspension” rules can render a target company ineligible for new contracts;\textsuperscript{93}

• The U.S. government ordinarily has special rights to terminate government contracts;\textsuperscript{94}

• There are myriad special bases for legal exposure in government contracting, including liability for providing the government with inaccurate or incomplete product cost or pricing data;\textsuperscript{95} and

• Government contracting rules provide for special, and sometimes disadvantageous, rules regarding allocation of intellectual property rights.\textsuperscript{96}

As with export controls, government contracting considerations can weigh heavily on the government’s decisionmaking in Exon-Florio cases. Ordinarily, the CFIUS will not clear the transaction unless it is evident that the parties will take requisite steps to satisfy industrial security requirements. In the case of Hutchison Whampoa’s proposed acquisition of Global Crossing, however, the most intrusive safeguards against FOCI were found to be insufficient to neutralize national security risks.\textsuperscript{97}

E. Foreign Corrupt Practices Act and Other Anti-bribery Measures

The Foreign Corrupt Practices Act (the “FCPA”) was enacted in 1977 to combat U.S. companies’ use of illicit payments to advance their business interests overseas.\textsuperscript{98} It has two components: (1) a prohibition on overseas corrupt payments and related actions\textsuperscript{99} and (2) accounting control and recordkeeping rules that companies subject to U.S. securities regulations must observe, regardless of whether they are involved in foreign activities.\textsuperscript{100}

The FCPA antibribery provisions forbid not only direct bribery of foreign officials by U.S. companies, but also any payment by a U.S. company if that company knows or is aware of a “high probability” that the funds


\textsuperscript{92} See id.


\textsuperscript{94} 48 C.F.R. §§ 49.502, 49.503, 52.249-1 to 52.249-7 (2004).


\textsuperscript{96} See 48 C.F.R. pt. 27 (2004).

\textsuperscript{97} Hutchison Whampoa Pulls Out of Global Crossing Deal, supra note 28; Lee, supra note 2.


\textsuperscript{99} 15 U.S.C. §§ 78dd-1 to -3 (2000). This prohibition applies to issuers, domestic concerns, and persons other than issuers and domestic concerns. Id.

\textsuperscript{100} 15 U.S.C. § 78m(b) (2000); see also Baum, supra note 98 for an overview of the FCPA.
will be subsequently used for a corrupt payment. This potential exposure for payments to third parties, particularly overseas sales agents and joint venture partners, is often the most challenging aspect of the FCPA.

In 1997, the United States, the other twenty-eight members of the Organization for Economic Cooperation and Development, and five non-members entered into the Convention on Combating Bribery of Foreign Public Officials in International Business (the "Antibribery Convention"). The Antibribery Convention commits the signatories to establish bribery of foreign officials as a criminal offense, as the FCPA does. Parties to a corporate transaction should consider the potential for risk of liability under other countries' measures against overseas bribery that implement the Antibribery Convention in addition to the FCPA.

Companies may be fined up to $2 million or twice the gain or loss from the offense for violations of the FCPA antibribery provisions. Individuals can be fined up to $250,000 or up to twice the gain or loss, imprisoned up to five years, or both for willful violations. Companies and individuals can also be assessed up to $10,000 per violation in civil penalties.

F. Anti-Money Laundering Requirements

Since 1986, U.S. law has forbidden money laundering as a substantive
crime. The Money Laundering Control Act prohibits parties from knowingly conducting a financial transaction that involves proceeds from specified types of unlawful activity.\(^{109}\)

The Congress strengthened and expanded U.S. anti-money laundering requirements through the “USA Patriot Act,” enacted shortly after the September 2001 terrorist attacks.\(^{110}\) As required by this legislation, the Treasury Department is engaged in a broad variety of rulemakings to extend anti-money laundering requirements to a range of commercial sectors beyond banks and other traditional financial institutions.\(^{111}\) Newly regulated industries include, for example, securities brokerages, mutual funds, and operators of credit card systems.\(^{112}\)

In addition to expanding the scope of regulated industries, the USA Patriot Act imposes broader anti-money laundering obligations on financial institutions. For example, covered entities must now establish a protocol for screening customers.\(^{113}\) At a minimum, firms must institute procedures for verifying the identity of anyone wanting to open an account, maintaining records of the information used to verify identity, and establishing whether the potential customer appears on terrorist lists provided to the firm by any governmental agency.\(^{114}\)

The USA Patriot Act also requires firms to establish due diligence measures designed to prevent and detect money laundering.\(^{115}\)

---


\(^{113}\) Id.

\(^{114}\) Patriot Act § 326.


\(^{116}\) Patriot Act § 312. For final rules implementing Section 312, see 31 C.F.R. pt. 103. For examples of previous rulemakings including sample proposed, interim, and final rules implementing Section 312, see Special Due Diligence Programs for Certain Foreign Accounts, 67 Fed. Reg. 48,348 (July 23, 2002); Amendment to the Bank Secrecy Act Regulations—Requirement that Brokers or Dealers in Securities Report Suspicious Transactions, 67 Fed. Reg. 44,048 (July 1, 2002); Due Diligence Anti-Money Laundering Programs for Certain Foreign Accounts, 67 Fed. Reg. 37,736 (proposed May 30, 2002).
anti-money laundering programs must include, for example, designation of a compliance officer, an ongoing employee training program, and an independent audit function to test the programs.\(^{117}\)

Given expanded anti-money laundering requirements and enforcement priorities, anti-money laundering due diligence is increasingly important for corporate transactions.

G. Anti-Boycott Rules

The United States maintains two sets of policies designed primarily to prevent compliance with the Arab League's boycott of Israel. These measures are complex and counterintuitive in many respects.

The Commerce Department administers rules that generally forbid U.S. companies and their controlled overseas affiliates, among other things, to refuse, knowingly agree to refuse, or require any other person to refuse to do business with or in Israel.\(^{118}\) Separately, federal income tax provisions withhold a variety of tax benefits from U.S. taxpayers if they or certain related parties "participate in or cooperate with" the boycott.\(^{119}\) Both sets of measures require U.S. companies to report certain types of boycott-related communications.\(^{120}\) However, many aspects of the two sets of measures are inconsistent, with certain activities implicating one but not the other set.


\(^{118}\) See 15 C.F.R. § 760.2 (2004).


\(^{120}\) 26 U.S.C. § 999(a)(1); 15 C.F.R. § 760.5.
The complexities and obscurities of the anti-boycott requirements can make compliance challenging, especially for companies that do substantial business in the Middle East. Furthermore, following the practice established in the SAC case described above, the Commerce Department recently established that an acquiring company can be held liable for pre-acquisition anti-boycott violations of the target company.

II. How International Trade and Security Policies Can Affect a Corporate Transaction and Its Outcome

A party planning or executing a corporate transaction should be mindful of three ways in which U.S. international trade and security policies could bear on the transaction and the company or companies emerging from the transaction.

First, the transaction could require or occasion the need for one or more government approvals or clearances under U.S. international trade and security statutes and regulations.

The likelihood that the parties will need to approach the U.S. government for one or more approvals or clearances is particularly pronounced if the transaction entails a non-U.S. party's acquisition of control over U.S. operations. Most obviously, it might be advisable to pursue an Exon-Florio clearance. In addition, however, foreign acquisitions can give rise to a need for export control and industrial security authorizations.

Even in the absence of the need for formal U.S. government approval, there may be sound reasons to meet with U.S. government officials to alert them to the transaction, avoid misunderstandings, and minimize confusion. Because the U.S. government can often be a significant regulator or customer, informal support from U.S. officials can often be helpful. In addition, there may be political reasons to confer with U.S. officials.

Second, compliance issues that require resolution before or after closing could emerge.

Typical compliance concerns might include, for example: "deemed export" violations involving the U.S. acquisition target's employment of Chinese or Russian engineers, sanctions violations involving the U.S. acquisition target's arrangements to supply components to a French company because the finished French systems are dedicated to a particular Iranian customer, foreign corrupt payments involving a U.K. acquisition target's irregular payments to third country government officials, and an Australian acquisition target's unreported boycott-related inquiries from the Arab League which contravene U.S. requirements because the target company was controlled by a U.S. company.

121. See supra Part 1.B.
122. Sigma-Aldrich, supra note 5.
123. See supra Part 1.B.
124. See supra Part 1.C.
125. See supra Part 1.E.
126. See supra Part 1.G.
Compliance concerns do not necessarily involve legal violations. For example, the target financial company could lack an adequate anti-money laundering compliance system. This inadequacy might not violate any legal requirements but would nonetheless need to be resolved.\footnote{See supra Part I.F.}

The parties will often want to resolve compliance concerns before closing by taking steps similar to those described in the next section. For example, they should implement changes before closing if the target company is noncompliant or if closure itself would violate economic sanctions requirements. The latter might be true if, for instance, the target is a Mexican firm that has supply relationships with Cuban entities.\footnote{See supra Part I.C; 31 C.F.R. pt. 515.}

Third, compliance or security issues can come to the U.S. government's attention before or after the transaction is consummated.

For a variety of reasons, corporate transactions often result in greater visibility for the parties in the eyes of executive branch agencies and congressional offices. Government officials are exposed to media reports about the transactions. Business rivals worried about the transaction's impact on competitive forces could try to impede it through reports to the government. Employees who are dissatisfied with or apprehensive about how the transaction will affect them may report compliance issues to enforcement officials.

Any number of adverse developments can follow the government's discovery of compliance issues or circumstances that indicate that the transaction will undermine U.S. security interests: an administrative investigation or enforcement proceeding;\footnote{For example, potential foreign acquisition of U.S. interests triggers an Exon-Florio review process conducted by CFIUS. See, e.g., Berman, supra note 1.} a criminal investigation or prosecution;\footnote{An example includes investigations and prosecutions for foreign corrupt practices. See, e.g., 15 U.S.C. §§ 78dd-3(e), 78ff.} congressional investigations, hearings, or efforts by congressional offices to affect an executive branch agency's approach to the issue;\footnote{An example of a congressional hearing includes the hearings held in the Deutsche Telekom/VoiceStream case. See Telecom Hearings, supra note 41.} shareholder suits;\footnote{See, e.g., Howes v. Ashland Oil, Inc., No. 87-5939, 1991 U.S. App. LEXIS 10306, at 2 (6th Cir. 1991) (shareholder's derivative action alleging that defendant's management violated the Foreign Corrupt Practices Act).} and negative publicity.\footnote{See, e.g., Seth Lubove, PET Project: Little Noticed Until It was Hit by a Corporate Scandal, Syncor Now Has To Convince Folks That It Still Has a Future, FORBES.COM, Dec. 23, 2002 (describing consequences for Syncor International's reputation after company officials allegedly made illegal overseas payments), at http://www.forbes.com/forbes/2002/1223/070a_print.html.} The repercussions from negative publicity can be particularly adverse, as the company might be characterized not simply as a lawbreaker but also as a threat to U.S. security.

Developments of this kind can complicate and delay consummation of the transaction. In addition to cost and inconvenience, such developments
can result in extensive legal liability for one or more parties to the transac-
tion or for the company that results from the transaction.

As noted above, irregular payments discovered during due diligence
severely disrupted a recent merger between two U.S. healthcare companies.
Cardinal Health, the company seeking to acquire Syncor International Cor-
poration ("Syncor"), discovered during due diligence that Syncor affiliates
had made illicit payments to government healthcare providers in Taiwan
and at least four other countries in connection with the company’s sale of
health supplies.134 As a result, the Justice Department and the Securities
and Exchange Commission ("SEC") investigated the company, leading to
delay and renegotiation of the transaction.135 The merger proceeded only
after $2.5 million in penalties and the resignation of Syncor’s chairman.136

Similarly, due diligence uncovered problems with alleged corrupt pay-
ments in connection with Lockheed Martin’s planned acquisition of Titan
Corporation.137 Unlike the Syncor transaction, Titan could not overcome
FCPA compliance concerns by working with U.S. officials following a vol-
untary disclosure, and Lockheed Martin withdrew from the transaction.138

III. Steps To Minimize Risk And Successfully Complete Corporate
Transactions

Given intensified visibility and scrutiny by enforcement authorities
and the Congress, and the significant exposure to adverse consequences as
described above, companies should address international trade and secur-
it policies with at least as much care as they address, for example, tax,
pension, and environmental policies.

Parties considering a corporate transaction should, at the outset, iden-
tify and assess the magnitude of international trade and security-related
policy concerns. Relevant variables include, for example, expected partici-
patation in the transaction by non-U.S. parties; connections between parties
and compliance-sensitive activities, such as whether a party is a defense
contractor, technology company, oil company, or financial company; con-
nections between parties and compliance-sensitive areas of the world, such
as the Middle East, central or southeast Asia, or Africa; and a party’s heavy
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reliance on export markets. Thus, a Chinese company's proposed acquisition of a maker of military electronics would present vastly different considerations than a wholly domestic issuance of debt securities by a U.S. consumer products company.

Parties should also consider challenges in structuring a transaction. It is useful for the parties at least to consider concerns regarding international trade and security policies in developing the structure of the transaction. For example, suppose a non-U.S. company proposes to acquire the electronics operations of a U.S. company. One relatively minor component of those operations is devoted to highly classified defense contracts. It might be advisable for the acquisition to exclude that component.

Further, parties should complete due diligence and appropriately address their findings. International trade and security due diligence should be a standard feature of due diligence, in the same way that there is standard tax and pensions due diligence. The character and breadth of international trade and security due diligence should depend on variables like those described above. Due diligence should be particularly intensive in the case of, for instance, acquisition of a petroleum services company with extensive operations in the Middle East. For a transaction that involves reasonably pronounced international trade and security issues, due diligence should involve, among other things, initial written inquiries and interviews with company officials about the scope and nature of parties' government businesses, overseas operations, export businesses, and financial businesses; relevant internal compliance programs; and any relevant compliance issues that have arisen. Parties conducting due diligence should also review government contracts and industrial security clearances; export authorizations, registrations, and classifications; compliance disclosures to the U.S. government; documentation regarding compliance investigations and findings; and internal compliance program documentation. Due diligence findings should be documented and analyzed in a form that facilitates decisionmaking by the parties.

It might be useful for the parties to take a variety of steps to address due diligence findings, including one or more of the following:

- **Negotiate Protective Contract Provisions:** An acquiring party should pursue provisions of the purchase agreement and perhaps other instruments in order to allocate international trade and security-related rights and obligations in a helpful manner. Relevant provisions can include representations, closing conditions, and indemnifications. Contract provisions cannot, of course, protect against non-monetary sanctions, including denial orders precluding participation in export transactions.

- **Submit Requisite Government Notices and Pursue Requisite Government Clearances and Approvals:** A foremost international trade and security-related clearance, as discussed above, is that by the CFIUS under the Exon-Florio Amendment. Although not mandatory for any transaction, it is prudent to pursue Exon-Florio clearance for any transaction that involves both acquisition of control of U.S.
operations by a non-U.S. person and any security-related sensitivities. Such sensitivities include, for example, defense contracting or advanced technology activities. Other agencies, such as the State Department and the Defense Department, may also require approval.

- **Make Internal Corporate Adjustments To Address Compliance Issues:** Due diligence can uncover relatively minor irregularities or corporate practices that might have resulted in modest noncompliance or no noncompliance at all. For example, it might be discovered that the company is not tracking the non-U.S. status of its employees to guard against violations of "deemed export" rules, although no violations are evident. These types of issues can be addressed through implementation or modification of internal compliance procedures.

- **Complete More Intensive Factual Inquiries Regarding and Legal Assessments of Identified Concerns:** Sometimes identified issues merit intensive internal investigation to develop and evaluate relevant facts. This was true, for example, in connection with the recent merger in the medical supply sector described above, in which due diligence uncovered payments by the target company, Syncor, to government-employed physicians in several foreign countries. Both Syncor and the acquiring party, Cardinal Health, undertook extensive investigations to assess the extent of exposure under the FCPA.

- **Disclose Compliance Issues to Government as Appropriate:** In some instances, the parties might discover violations and determine that consummation of the transaction should be contingent on disclosure to the government and resolution with government enforcement authorities. In the case of the medical supply acquisition, the facts were so egregious the acquirer made closing contingent on confirmation by the Justice Department and the Securities and Exchange Commission such that there would be no legal exposure for the acquiring company, Cardinal Health.

Finally, parties sometimes should design and implement a government relations strategy. Resolution of regulatory and compliance issues is generally driven by the relevant facts. At the same time, it can be useful to design and implement a strategy to disseminate an appropriate view of the transaction among congressional and senior executive branch officials. As discussed above, it has become common for U.S. companies seeking to block a transaction to urge U.S. officials to act against the transaction under the Exon-Florio Amendment, and congressional offices have offered input in several high-profile Exon-Florio cases. A thoughtful govern-
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ment relations strategy can be critical to preventing or addressing these types of developments.

Conclusion

International trade and security policies are becoming increasingly relevant to corporate transactions. Parties that are considering a corporate transaction are well-advised to consider carefully trade and security policies when they are planning and executing the transaction.